
DTS 
Managed Security Awareness Training

The modern IT threat landscape clearly has a number 
of human elements in addition to technical factors. This 
“human factor” is a popular target for cyber attacks. The 
 majority of these attacks start with an email. While tech-
nologies exist to detect and block dangerous emails, the 
ultimate security is provide by the end user. They are the 
final hurdle to overcome, because the security of sensitive 
company data stands and falls with them. Security aware-
ness training is therefore essential to reduce the likelihood 
of successful phishing or ransomware attacks through 
effective threat simulations and advanced training.

Our DTS Managed Security Awareness Training is unique 
in the field, using risk information and scientific learning 
principles to deliver the right training to the right people at 
the right time. Not only do we strengthen your last line of 
defense significantly. You also benefit from our experience 
using the industry-leading Proofpoint Security Awareness 
Training (PSAT) solution, which enables you to free up your 
resources.

		
•	 Integrated security awareness training

•	 Joint development of a training plan

•	 Creation & evaluation of module-based assessments

•	 Assignment of the training modules defined in the 	
	 training plan

•	 Quarterly jour fixe to review learning outcomes

•	 Quarterly phishing simulations 

•	 Training of administrative staff

•	 German support via DTS (9/5 support hotline)



DTS Systeme GmbH    
+49 5221 1013-000    

DTS Systeme Münster GmbH    
+49 251 6060 -0  
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The PSAT is based on a four-part methodology invented by three researchers and faculty members at Carnegie Mellon 
University. In their research for the National Science Foundation and the Department of Defense, they realized that tradi- 
tional training methods are not effective in reducing risk and vulnerability to cyber attacks. Instead, they developed conti-
nuous training, with short, interactive, game-based training sessions, and the use of simulated phishing attacks. This has 
been shown to be more effective in changing behavior.

To ensure successful implementation of the solution, we lead you through it. From planning the implementation to deve-
loping an individual training plan – you benefit from our numerous customer projects and best practices. After success-ful 
introduction and initial planning of the solution, we handle subsequent administration of the platform for you and take 
care of provision of the measures agreed in the training plan. This includes assignment of knowledge assessments and 
coordinated training modules on various topics. In quarterly scheduled jour fixe meetings, we discuss the results of the 
measures with you, make adjustments to the training plan, plan phishing simulations and make further recommendations.

In order to raise security awareness of real threats such as phishing attacks, among your employees, we create simulated 
phishing messages for you. With these, it is possible to show employees how deceptively real attackers can forge emails 
nowadays.

Assess

Reinforce

EducateMeasure

Targeted training improves
skills to defend against threats
received. Proven learning 
science approaches ensure 
longer learning retention.

Right Education

Only company that can identify
people receiving actual attacks 
and map the training they 
need to take.

Right People

Training delivered is based
upon actual threats or
responses to assessments to
ensure relevancy and 
timelines.

Right Time


